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Multi-egress traffic
distribution

. Scenario

Multi—egress traffic distribution is applicable to a network with two or
more operator lines. It controls data from different users to pass through
specified external network lines, thereby implementing distribution of
Internet access traffic.
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lll. Configuration Planning

0 External network lines:

WAN 0O: Address is obtained through the Point-to—Point Protocol
over Ethernet (PPPOoE).
WAN 1: Static address is configured.

@ Internal networks

Employees' wired network: 192.168.10.0 255.255.255.0
Employees' wireless network: 192.168.20.0 255.255.255.0

@ Function requirements

Data of the wired network is forwarded by WAN 0O while data of the
wireless network is forwarded by WAN 1.
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IV. Configuration
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ﬂ Configure data of the wired network to be forwarded by WAN O.
(1) Create ACL 10.

Interface Access

Interface Access

. | Add ACL Delete ACL ~+Add ACE X Delete Selected

NO. SrclIP/Wildcard Src Port Access Control Protocol Dest IP/Wildcard Dest Port Time Period Status
1 Any Permit All Time Effective

Show Nn.:[ 10 =~ | Total Count: 1 = Add ACL Pre 1 Mex

ACL Type: ® Standard ACL (Source-address-based Control) (O Extended ACL (Flow-based
Control)

1119

1
10 Bl AddACL | Delete ACL -+ Add()(]j elete Selected

NO. SrcliP/Wildca = Add ACE

ACL Type: Standard ACL (Src-address-based Contral)

ACL: 10
Show No.: 10 «~ | Tofal Ca
«« ACE Configuration

Access Control: @ Permit O Deny  Time Period: | —please select a time period-— «

(] Any IP Address; (Forailip)

IP&Wilde ~ | IP: 1 182.168.10.0 Wildcard: 0.0.0.255

Policy-Based Route IP-Based Route Load Balance

Priority: The policy-based route and IP-based route both serve packet forwarding. When they exist at the same time, the priority is listed as follows: policy-based route = static route > default route.

Mote: Policy-based route is a flexible packet forwarding policy. A next hop address 5 required in Ethernet environment, and an interface is required in PPPoE environment

Interface: | Gi0/2

Policy Priority: 100

ACLID: [1q ~| [Add ACL)

Interface/Next Hop: |_lnterface v.| .Di1 & [PPPoE Environment] An interface is required in PPPak environment

Policy-Based Route List Interface: Gioz  ~| X Delete All

Policy Priority ACLID Interface MNext Hop Address

Interface: Indicates the interface, to which the gateway of the wired

network 1S connected.

Policy Priority: A larger value indicates a higher priority.
ACL ID: Indicates the ACL for matching data of the wired network.
Interface/Next Hop: Indicates the traffic egress.

@ Configure data of the wireless network to be forwarded by WAN 1.
(1) Create ACL 20.
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IV. Configuration

ACL: |20 - | Add ACL Delete ACL ~+Add ACE X Delete Selected

NO. SrclPWildcard S __
— Add ACE

ACL Type: Standard ACL (Src-address-based Control)

Show No:: {10~ | Total Count: 0 ACL: 20

«« ACE Configuration

Access Control: @ Permit O Deny  Time Period: | _pPlease select a time period— ~

[ Any IP Address: (For & fe)

IP&Wilde ~ | IP: 192.168.20.0 Wildcard: 0.0.0.255

(2) Configure PBR.

WAN 1 uses static addresses. Therefore, next—hop addresses
need to be configured.

Interface Policy-Based Route IP-Based Route Load Balance

Route/Load Priority: The policy-based route and IP-based route both serve packet forwarding. When they exist at the same time, the priarity is listed as follows: policy-based route > static route > default

Mote: Policy-based route is a flexible packet forwarding policy. A next hop address is required in Ethernet environment, and an interface is required in PPPoE environment,
DNS Settings

VPN Interface: | Gi0/2.20 v

NAT/Port Policy Priority: 100
b0} . Ii'l.-"ll a ;:-pinq

ACLID: 5 | [Add ACL]
DHCP

Interface/Next Hop: | Next Hop Address v [172.26.4.1

Line Escape

Add

Connect a PC to the wireless network. The test result shows that
the PC connects to the network through WAN 1 and the next—hop
address is 172.26.4.1.

Network

Location: Automatic

o~ Wi-Fi
* @ Connected

Status: Connected Turn Wi-Fi Off

Wi-Fi is_ connected to Test PBR and has the IP
() 10/1700M LAN addreps 192.168.20.6.
@® Not Connected

¢ 255 :?:/1---10?% LAN Network Name: Test PBR
0 onnecie

Thunderbolt Bridge Automatically join this network
=

® Not Connected Ask to join Personal Hotspots
VPN (L2TP) Limit IP Address Tracking

@ Not Connected Limit IP address tracking by hiding your IP

- K address from known trackers in Mail and Safari.
o) ransockKs
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V. Test

Last login: Mon Mar 14 15:30:17 on console

The default interactive shell is now zsh.
To update your account to use zsh, please run ‘chsh -s /bin/zsh’.

For more details, please visit https://support.apple.com/kb/HT288850.
Macl5:~ shang$ traceroute 8.8.8.8

traceroute to 8.8.8.8 (8.8.8.8), 64 hops max, 52 byte packets
.1) 18.513 ms 26.928 ms 14.263 ms

2 |172.26.4.1 (172.26.4.1) | 18.302 ms 14.465 ms 14.581 ms
7Z2.22.9.53 .22.9.53) 14.023 ms 13.449 ms 15.176 ms

Official Website > https://www.ruijienetworks.com
Community >> https://community.ruijienetworks.com
Facebook > https://www.facebook.com/ruijietac
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